
.Phishing Example. Signed-In From Unknown Location 
 

 
 
In the example above, there are a couple things that don’t look quite right: 
 

1. The email is from a non-SWC email address – that’s always a red flag when receiving these kinds of email. 
Further, the email address is from a foreign country – .py is from Paraguay. 

2. We don’t track your location. 
 
If the person who received this email clicked on the link, he/she would’ve been asked to enter a username and 
password. Nothing would’ve happened after that, except for the username and password silently being saved on the 
back-end of the form.  
 
Be smart – do not fall for it! 
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